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Perhaps the strangest theory of trade secret law is the concept of negative know-how, a theory under which an employee who resigns and joins a different business can be liable for not repeating the mistakes and failures of his or her former employer. The former employer, in other words, can claim its own errors as intellectual property and use them to sue a former employee who knows about them even if the former employee has not copied the employer’s technology or otherwise made “positive” use of its information. The Uniform Trade Secrets Act has legitimized the theory in its commentary, albeit without describing its boundaries, and some courts have used it to prevent employees from working for competitors after resigning.

Negative know-how is not the only trade secret theory under which a former employee can be liable even if he or she develops information that differs from that of the plaintiff. Under a second theory, the modification rule, a trade secret defendant cannot escape liability for taking a trade secret but then modifying or improving it so that it is no longer the same. Courts have frequently used the theory to rebuff trade secret defendants who argue that because they improved or altered the secret information taken from the plaintiff to create a different end product they should not be liable.

These theories together form the law of negative knowledge in trade secret jurisprudence—the area of law where avoiding or modifying something another party has done can still lead to liability. An ordinary trade secret claim, by contrast, is an accusation that a defendant has re-used the plaintiff’s secret information in a product design, a business concept, and so forth in the same manner in which the plaintiff used it. On one side, the side of negative knowledge, the defendant elects not to follow what the plaintiff did. On the other, ordinary side, the defendant elects to follow what the plaintiff did.

The boundaries of the negative knowledge concepts have not been well articulated in the case law. This Article is the first to examine these theories in detail, tease out their implications, and highlight the tensions between them. It will come to a different conclusion about each, and propose means by which courts can address both.

One of these theories, the doctrine of negative know-how, is conceptually unworkable and serves mainly as an anticompetitive threat to employee mobility. It bestows intellectual property rights in accidents, mistakes, incorrect theories, failed tests, dead ends, and obsolete approaches. It does so without the usual theoretical justification for intellectual property law, promoting invention, because companies will continue to invent even if mistakes are not protected as trade secrets. It puts a former employee in an impossible double bind: Avoid the mistake and be liable, or go through a pointless, potentially impossible replication of the former employer’s mistake, making sure to spend at least as much money and time doing so as the employer did. Replicating the mistake, however, likely means having to use the employer’s “positive” information that was intermixed with its “negative” information, and thus the former employee may be liable in any event. The former employee is damned if he does, and damned if he doesn’t.

Broad application of the negative know-how theory then would create new restrictions on employee mobility and allow employers to obtain court-created non-competition covenants against former employees based on their knowledge of failures and errors. It would make it all too easy for lawyers to sue a former employee over meaningless “trade secret” accusations, without any need to show actual use of truly valuable information. It is not clear why the drafters of the Uniform Trade Secrets Act believed that the negative know-how theory is tenable.

By contrast, the second theory of negative knowledge, the modification rule, has a solid basis in theory and is regularly applied in practice without absurd consequences. In this Article, it serves as a useful contrast to the negative know-how theory. Indeed, the modification rule and the negative know-how concept are inconsistent at a theoretical level: The modification rule appears to allow minor, insubstantial use of a trade secret if the final product differs, but the negative know-how theory could be interpreted to create strict liability against anyone who does not pointlessly replicate even minor mistakes and “blind alleys.”

This Article therefore proposes that courts critically analyze trade secret claims based on negative knowledge. As to the negative know-how theory, courts should be extremely skeptical and reject it wherever possible, especially as a basis for injunction barring a former employee from taking new employment. By carefully focusing on the elements of the trade secret tort, especially use and damages, and the defenses available to a former employee, most if not all negative know-how claims will not withstand scrutiny.

As to the modification rule, courts should be careful where the only asserted modification is a move completely away from the plaintiff’s trade secret rather than its use as the source of the modified technology. Courts should also be hesitant where
the new modified product and the original secret product are both just mere variations on public domain knowledge because, in such cases, the modification may stem from non-secret information and not the former employer’s variation on the public domain information. Finally, courts applying the modification rule should not allow windfall damages where just a small portion of the defendant’s product reflects the modified trade secret because full damages for the entire technology would give the trade secret plaintiff rights in information it never knew about or owned as a trade secret.

The proposals presented here are not isolated and should be seen from a broader perspective. This article is the fifth in a series exploring trade secret practices that too strongly favor the former employer over the former employee, and too readily limit the ability of former employees to use public domain information. Like the theory of combination trade secrets and the problems of identifying trade secret claims during litigation, too little attention has been paid to the law of negative knowledge.

This ongoing series serves two goals. The first is to bring clarity to difficult areas of intellectual property law for attorneys and judges who must grapple with far-flung, conflicting, and confusing case law, and to make easily understood proposals that can be applied in any given case. The second is to bring trade secret law into the ongoing discussions in intellectual property circles regarding overly restrictive laws that serve to narrow the public domain. Intellectual property scholars have centered these public domain debates on internet and copyright law, and it is time to extend the same analyses into trade secret jurisprudence.

The theory of negative know-how and the modification rule are ripe for attention because there is not yet any sustained scholarly work focused on either of these doctrines. Courts and commentators have noted the existence of the negative know-how concept and the modification rule, but there has not yet been a full-length analysis.

Before reaching a critique of the negative knowledge doctrines and proposals for addressing them, this Article will explore what negative knowledge means in general and then explain how courts have treated both doctrines.

*391 II. Overview: Negative Knowledge and the Creative Process

A. Negative Knowledge in General

Broadly speaking, negative knowledge is information about perceived mistakes and shortcomings that one avoids in order to create something new, or that one modifies into something different and improved.

At some level, the use of negative knowledge is pervasive and not controversial. All or almost all creative activity in the arts and sciences takes place against a horizon of past practices, past creative work, and past failures. The perceived mistakes and errors of one’s predecessors, or of one’s own making, can be a springboard to new ideas. Indeed, it is commonplace that creative individuals sometimes use detailed knowledge about previous approaches to problems in order to reject them. Use of such negative know-how is common in the arts, the sciences, philosophy, and probably all branches of learning.

A few simple and well-known theories illustrate the point. An influential historian of science argued that important shifts in the sciences—chemistry, physics, astronomy, and so forth—have occurred where older theories proved inadequate to explain newly-discovered anomalies and problems, leading to a breakdown of the older theory in favor of a new “paradigm.” Aristotle knew Plato personally and studied under him, only to reject his theory of Forms as mistaken and to develop his own philosophy of essence. And a literary critic has argued that major Anglo-American poets struggled against their predecessors in a process that resulted in new forms of poetry, albeit directly derived from intimate knowledge of what came before. In each of these examples, something is rejected but also serves as a turning point in the creation of something new; and in each of these examples, the lines between negative knowledge, positive knowledge, and modifications of prior knowledge are blurry.

The ordinary, mundane use of negative knowledge in technology contexts is similar to these famous examples. Engineers and other creative employees are immersed in the details of various projects, and may come to reject or move away from certain approaches as a direct result of such familiarity. Although some inventions may come in the proverbial flash of inspiration or result from unanticipated results of experimentation on a different problem, many others come only after rejecting prior approaches and making mistakes along the way.
An engineer may decide that programming in one language offers more options than programming in another and change course from her perceived *392 mistake in using the former language. A chip designer may find that certain voltage ranges work better than others for the components involved after trying several approaches. Chemists may struggle with different ratios of ingredients in a formula and learn about blind alleys only after spending time and money on varying ideas. An employee may see a co-worker’s sales methods as flawed and suggest that the company adopt improvements and train the workforce accordingly. Anyone can read a patent or a company’s marketing materials and decide that the approach described is erroneous. In these or other cases, what constitutes a mistake may be a matter of debate--different engineers may perceive the same approach as flawed or as adequate. Similarly, employees may disagree whether innovations outside the company have rendered an internal company concept suboptimal for future work.

B. Negative Knowledge in the Trade Secret Context

These everyday examples of negative knowledge differ from the concept of negative know-how in trade secret law. In the trade secret context, the employee who knows about the mistake wishes to leave and start a new job, and the mistake is not generally known in the industry. Absent the employment relationship, he or she would not know about the former employer’s negative information.

Whether and to what extent trade secret law obligates former employees to avoid the use of negative information after starting a new job is a difficult subject. The double negative, not using negative information, focuses the analysis not on the technology a former employee ultimately develops at a new job, but on his or her inner thought process about what steps to take or not take along the way.

Every skilled employee who changes jobs must strive to avoid using the former employer’s trade secrets, which necessarily means avoiding discrete, nonpublic items of information that appear to be secret. This entails an actual thought process during which an individual defines potential trade secrets from among the former employer’s information, thinks about what should not be used, and thinks about how to do things differently to avoid those items of information.

The former employee usually undertakes this analysis alone, because the former employer’s technology cannot be discussed with others at a new job, but sometimes seeks legal advice. This analysis may include a public domain search for items of information the former employee believes to be non-secret.

Where information is on the margin between secrecy and non-secrecy, the former employee’s guiding principle, long established in trade secret law, is that he can use information that falls within his general skills, knowledge, training, and experience.7

*393 For positive information, separating secret material from general skills and knowledge is usually straightforward. An employee may have learned that programming source code in a particular language is efficient and easy, but he generally cannot copy precise, nonpublic lines of code written in that language and take them to the next job. Another employee at the same company may have learned what sales techniques work best when selling the software to customers, but he cannot call the exact same customers if the former employer’s customer list would likely constitute a trade secret in that jurisdiction.

In each such case, the former employee has a broad range of skills learned from trial and error that can be used at a new job without fear of trade secret liability. For each item of information that may be a trade secret, the former employee can avoid it simply by not using it and not disclosing it to others. For negative information, however, separating what information can and cannot be used at the next job is not easy. When the former employee thinks about what information cannot be used at the next job, the focus is normally on positive information. But the former employee may have made mistakes, errors, engaged in wasted efforts, paid too much for something, or used inefficient methods to reach a result, or may have seen co-workers do so.

If the former employee does not repeat those mistakes, this could be viewed as the application of his general skills, knowledge, and experience. That is, the person developed skills through trial and error, and will not repeat that learning process at the next job. The software engineer will not try programming languages that he has already concluded are inefficient, and the salesperson will not try sales techniques that she has concluded are less successful than others.
But from a former employer’s perspective, the same application of skills and experience could also be viewed as a misappropriation of negative information, or at least as a ready justification for a lawsuit. The exact reasons why the engineer chose to use one programming language after experimenting with others may not all be in the public domain. The salesperson’s personal trial and error process for what techniques work and do not work may not all be published in how-to books. By not repeating the trial and error process, each former employee may have made use, in some sense, of negative information that the former employer might call a trade secret.

Likewise, a former employee may wish to avoid the employer’s secret information, but also to create something very similar and better. From the employee’s point of view, this is avoiding the potential trade secret and relying on generally known techniques to create something similar and better. But from a former employer’s perspective, this same thought process is merely a modification of the plaintiff’s secret, and thus a misappropriation. The line between good faith avoidance and modification is not always clear.

*394 When a former employee undergoes this self-analysis, most of it will take place only in her thoughts. An important question for the law of negative knowledge then is how far into a former employee’s thought process the law can intrude to find the individual liable for use of negative information. Under the theory of negative know-how and the modification rule, trade secret law provides that a former employer can raise accusations based on use of negative knowledge. However, the boundaries of such claims and their justifications remain murky in the case law.

III. The Theory of Negative Know-How and Trade Secret Law

For many decades, negative know-how, information about what did not work or was mistaken, was not generally treated as a trade secret. The earliest organized outline of trade secret law, the 1939 Restatement (First) of Torts, did not include negative know-how in its definition of trade secrecy.9 Because the Restatement required that a trade secret must be something in use by the plaintiff,10 it implicitly ruled out most negative know-how because parties will not continue to use information they believe to be mistaken.11

As a result, most courts ruling in trade secret cases from the period before the Uniform Trade Secrets Act was adopted, and in those states which today still apply the 1939 Restatement, refused to recognize trade secrets in negative know-how or to hold defendants liable for not repeating a plaintiff's mistakes.12

*395 This remained true in some cases where former employers sought to enjoin employees from joining competitors on a theory that they would disclose trade secrets in the future, a theory sometimes known as “inevitable disclosure.”13 And at least one case applying the Restatement even described negative know-how as an example of what was permissible to use.14

The law has not been unanimous in Restatement jurisdictions.15 Some courts have included the risk of non-use of negative know-how as a factor when issuing injunctions. In those cases, however, the primary focus was the former employer’s ordinary, positive information, so it is not clear whether the injunction would have issued if only negative know-how had been at issue.16

In the most detailed discussion of the negative know-how concept in a Restatement jurisdiction, Metallurgical Industries, Inc. v. Fourtek, Inc., the Fifth Circuit applied Texas law and rejected a negative know-how claim by holding that the claimed negative information was indistinguishable from the positive "information also being claimed as trade secrets.17 There, the defendants knew how the plaintiff had faced problems in developing its zinc recovery furnace as well as the plaintiff’s solutions to those mistakes.17 The court found that the trade secret claims at issue lay in the solutions found, and that the prior negative information leading to those solutions was not a separate category of information.18 Without rejecting the concept of negative know-how altogether, it held that “[a]lthough we decline to hold that this distinction will always be unavailing, in this case at least we regard the distinction between ‘positive’ and ‘negative’ knowledge to be unintelligible.”19 Because the plaintiff in Metallurgical found a solution to each problem it faced and accused the defendant of taking those solutions, there was a complete overlap between problem and solution, and thus no excess of dead ends or failed approaches that the court could have addressed as trade secret claims separate from the positive solutions.

The 1985 Metallurgical case indicates uncertainty about the status of negative know-how, despite finding the concept incoherent under its particular fact pattern. And indeed, by the 1980s, change was in the air. The Uniform Trade Secrets Act (UTSA), promulgated in 1979 and gradually adopted by more than forty jurisdictions, changed course from the Restatement
and indicated in commentary that negative know-how could indeed fit within the definition of a trade secret. In turn, the 1995 Restatement (Third) of Unfair Competition, which has been adopted in one jurisdiction and is influential in others, followed suit and seemingly frowned on the exclusion of negative know-how from the trade secret concept.

It is not clear why the drafters of the Uniform Trade Secrets Act felt that negative know-how should be classified as trade secrets. The official commentary on the issue consists of one sentence. There is no discussion of the seeming conflict between treating negative know-how as trade secrets and the rule that former employees can take their general skills and knowledge from job to job. There is no discussion of how a former employee can avoid not using negative information and no indication how use or damages of such a trade secret should be calculated. The drafters did not express concern over the potential impact negative know-how trade secret claims could have on employee mobility, and there is nothing to indicate whether they believed that a former employee is duty-bound to artificially repeat a former employer’s mistakes in order to avoid liability. A departing employee seeking to act in good faith and avoid use of trade secrets under this theory finds no guidance from the UTSA commentary, or that of the 1995 Restatement.

In any event, courts responded after the UTSA’s enactment and began to more readily recognize negative know-how as a valid trade secret claim. At the most extreme, this meant making the non-use of negative information the basis for an inevitable disclosure injunction to prevent a former employee from working at a new job. As one Connecticut court stated in 2002 when issuing an injunction against a former employee who sought to join a competitor, it would be impossible for the former employee not to gain from the plaintiff’s mistakes: “However well intentioned the defendants may be, it seems virtually impossible for Avery Dennison’s trade secret information, particularly as to ‘dead ends,’ to not affect the employment relationship of Donald Finkle while in the employ of Bic.” And in the strongest application of the negative know-how theory on record, a Utah court issued an inevitable disclosure injunction against a former employee where the court found that the defendants would not repeat the former employer’s mistakes at the new job. The court was frank in describing its thought process when issuing the injunction, and its language is worth reading carefully to illuminate the farthest reaches of the negative know-how theory:

Through their long and intimate experience on the Wolf Mountain project Merkey and Major learned two important classes of information: what worked and what didn’t. While it is one thing for them to claim that they will not use Novell’s trade secrets, it is inconceivable to believe that if they are designing a product similar to Wolf Mountain that they ever would start down any of the blind alleys that they already know won’t work. No one is going to spend money trying that which they already know will end in failure. At least as to negative knowledge, it is inevitable that Merkey and Major will not use any of the negative knowledge which they learned while at Novell and that negative knowledge gives them a considerable head start or competitive advantage as they develop competing products for the market. They should not be allowed this profit at the expense of their contractual and fiduciary obligations not to use knowledge gained while at Novell.

The problems with combining the aggressively anti-employee inevitable disclosure theory with a theory of negative know-how will be discussed below.

In another strikingly novel application of a negative know-how theory, a 1990 California case appears to suggest that a trade secret plaintiff might have valid “negative research” trade secrets in the identities of customers who were not interested in the plaintiff’s goods and thus would not appear on the plaintiff’s customer list. In other words, a trade secret plaintiff could assert secrets not just in a customer list of who to call, but also in a list of who not to call. The court’s statement was dicta and was not altogether clear, but one subsequent federal case applying California law has accepted that premise, again albeit in dicta.

Another federal court relied on the California case to deny a motion to dismiss trade secret claims, in part because the court found that the plaintiff stated valid claims that included negative know-how allegations regarding business methods “that proved unsuccessful and should be avoided,” restaurant features “that have proved unsuccessful and should be avoided,” and the identities of suppliers who did not prove to be reliable.

In another highly questionable ruling, the Ninth Circuit purported to apply California law to affirm summary judgment against a plaintiff’s trade secret assertions, including a claim based on negative know-how, because the information was not secret, but then remanded to allow the plaintiff to proceed on the same claims under an unfair competition theory. The decision is not only contrary to California law, which bars claims where former employees use non-secret information, but
the court appears to have concluded that it is possible to be liable for not using non-secret negative information. The holding seems extreme, and it is not clear that the Ninth Circuit considered the ramifications of its logic. Allowing claims based on non-use of non-secret negative information would make any worthless, well-known mistake a weapon to use in litigation against a former employee.

Not all attempts to pursue negative know-how-based trade secret claims in Uniform Trade Secrets Act jurisdictions have been successful. In one California case, a former employer sought a preliminary injunction against its former employees based in part on a negative research theory—a claim that they knew about “what does and does not work in the process of designing digital media management software.” The court rejected the request because, among other things, the plaintiff’s claim was “simply too nebulous a category of information to qualify for trade secret protection.” The court saw the request as an attempt to bar the employees from working in the entire field of digital media management.

In a Connecticut case, the trade secret plaintiff asserted that the defendant, which had developed technology different from that of the plaintiff, had used negative knowledge as well as ordinary trade secrets in designing product features. After a detailed examination of the technical evidence, the court rejected that argument, finding that the defendant had made no use of the plaintiff’s alleged secrets. In another Connecticut case, the court found that the claimed negative know-how trade secrets were not secrets at all and thus had to go no further to reject the plaintiff’s claim.

Finally, negative know-how has been used to support injunctions against former employees to enforce non-competition covenants—boilerplate agreements, valid in most jurisdictions, in which an employer requires that an employee avoid working for a competitor for some period of time after leaving the company. For example, in affirming the issuance of a preliminary injunction, the Seventh Circuit relied in part on a negative knowledge theory:

> In this case, the balance of irreparable harms weighs heavily in Brunswick’s favor. Jones possesses confidential information concerning Brunswick’s engineering failures and successes, financial performance and projections, and marketing plans. Access to such information could enable a competitor to cut the time and costs required to develop a new product by avoiding engineering blind alleys.

Notably, the Seventh Circuit’s reasoning in using negative know-how to enforce a non-competition covenant is the same as the reasoning of the courts which have used negative know-how to enforce “inevitable disclosure injunctions.” This is not a coincidence, and the tendency of negative know-how to support what amounts to non-competition orders is one of the many problems with the theory.

**IV. The Modification Rule and Trade Secret Law**

The second area of trade secret law in which negative information is a factor is the modification rule. Unlike the negative know-how theory, the modification rule has been widely and unanimously accepted for many decades, and its applications have almost uniformly been sensible and aimed at actual use of a plaintiff’s secret technology.

The modification rule involves negative knowledge because a trade secret defendant may take a plaintiff’s trade secret, decide that it can be improved or should be modified, and thus the defendant’s end product may not copy the plaintiff’s positive product. Rather, the plaintiff’s information is used in a negative sense, as it is rejected but forms the basis along the way for a different, related application.

A federal court in California defined the modification rule as follows: “The imposition of liability is not dependent upon proof that the alleged offender employed the trade secret in the precise form in which it was disclosed. The offender may be liable even though he uses differences in detail, modifications, or improvements.”

Under the modification rule, trade secret law differs from copyright law, which permits intermediate infringement of a copyrighted work in cases where there is no copying in the final product. This is so because trade secret law covers the use of nonpublic ideas, regardless if they copy the plaintiff’s form of expressing them. As a Wisconsin court once explained in a case where the modification rule was at issue, “The line of demarcation between trade secret and copyright protection is clear. Trade secret law protects content irrespective of form of expression; copyright law protects form of expression but not the underlying ideas.”
At the same time, the modification rule makes trade secret law analogous to patent law, which applies the doctrine of equivalents to impose liability where the product accused of patent infringement contains elements different from but equivalent to the claims of the patented invention.\textsuperscript{44}

The modification rule is well-established. The 1939 Restatement explained the concept in some detail:

To subject a person to liability . . . for the use of another’s trade secret, there is no requirement that he use it in exactly the form in which he received it. He may be liable even if he uses it with modifications or improvements upon it effected by his own efforts. Differences in detail do not preclude liability if, substantially, the process used by the actor is derived from the other’s secret in the manner stated in this Section. The liability is avoided only when the contribution by the other’s secret is so slight that the actor’s process can be said to be derived from other sources; although even in such a case the actor is still subject to liability for harm caused by his disclosure or possession of the secret. . . . The extent of the modifications or improvements made by the actor upon the other’s secret may, however, affect the computation of damages or profits for which he is liable to the other.\textsuperscript{49}

The 1995 Restatement (Third) of Unfair Competition repeats the modification rule, using similar language.\textsuperscript{44} The comments to the Uniform Trade Secrets Act do not mention the modification rule, just as they say little to define unlawful use of a trade secret in general, but courts in UTSA jurisdictions have applied the rule.

Indeed, the modification rule is frequently applied when a trade secret defendant has misappropriated a plaintiff’s secret technology but then tries to avoid liability by arguing that it ultimately changed the plaintiff’s ideas to some degree or another into something else. For example, in an Illinois case a group of employees \textsuperscript{402} left and used a secret oven design to create their own product, and moved for summary judgment against the plaintiff’s trade secret claim.\textsuperscript{44} The court denied the motion for several reasons, among them that the defendants’ use of different or slightly modified component parts in designing their oven was not a defense.\textsuperscript{49} The court explained that the real question was not whether there were minor differences between the two products, but whether the defendant’s version was created as a result of the secret information in the design of the plaintiff’s oven.\textsuperscript{49}

In another example from a California case, a former employee who had designed a machine for making die-cut masks resigned, joined a competitor, and created a similar machine.\textsuperscript{44} When the plaintiff sued for trade secret misappropriation, the defendants argued that after the lawsuit was filed, they had “made certain improvements and changes in the machines.”\textsuperscript{44} The court affirmed the trial court, held that “defendants cannot escape responsibility by showing that they had improved upon or modified plaintiff’s process. Even though they may have modified or improved the plaintiff’s process they are still wrongfully using its property.”\textsuperscript{490}

This basic theme--that minor improvements or modifications are not a bar to liability--has been repeated in numerous cases applying the modification rule.\textsuperscript{51}

\textbf{403} Some of the cases have defined the modification rule as one that applies if a defendant’s technology is substantially derived from the plaintiff’s technology.\textsuperscript{42} Another court affirmed a jury verdict where the jury instructions described the modification rule as a sort of “but for” causation: “You may find that defendants misappropriated [plaintiff’s] trade secrets even if defendants created a new product if defendants could not have done so without use of [plaintiff’s] trade secret.”\textsuperscript{44} Still others have expressly applied the patent law doctrine of equivalents, to hold that products reaching the same result in the same manner amount to trade secret misappropriation.\textsuperscript{44}

\textbf{404} These formulations suggest that there is some point where a modification of the plaintiff’s technology may be so transformative that no liability should attach. The phrase “substantially derived from” implies that technology only somewhat derived from a plaintiff’s trade secret is not trade secret misappropriation. The 1995 Restatement states in commentary that “if the contribution made by the trade secret is so slight that the actor’s product or process can be said to derive from other sources of information or from independent creation, the trade secret has not been ‘used’ for purposes of imposing liability . . . .”\textsuperscript{44} There appear to be no cases applying the modification rule but finding that a defendant’s modifications were sufficiently transformative to avoid liability.

Overall, the modification rule is far more sensible than the theory of negative know-how, but this vagueness in defining the degree of permitted modification is one of the problems with the theory discussed below.
V. Problems in the Law of Negative Knowledge

With a working definition of negative knowledge and a review of how the courts have treated the related concepts of negative know-how and the modification rule, it is possible to critique negative knowledge as it relates to trade secret law.

Like issues treated previously in this series of articles, such as combination trade secrets and the identification of trade secret claims during litigation, overbroad applications of the negative knowledge concepts threaten employee mobility and the right of affected parties to use information they would otherwise be free to use. Too many rules and concepts in trade secret law favor the former employer at the departing employee’s expense and make it easy to entangle the employee in expensive litigation without having to actually identify and prove misappropriation of a real trade secret. For those who favor a broad public domain and an equal playing field between the inventive employee and the employer, the negative knowledge concepts are overdue for criticism. The theoretical background for those viewpoints is discussed next, followed by a description of the problems in the law of negative knowledge.

A. Approaches to a Critique of Overbroad Trade Secret Rules

Trade secret law is a relatively recent development; it arose in the early nineteenth century in both England and the United States during the Industrial Revolution and then during the rise in large corporations supported by a skilled workforce. Compared to other types of intellectual property such as trademarks and patents, trade secret law remains vague, inconsistent, and ill-defined in many areas. A search on Westlaw or Lexis databases shows that trade secret cases, like other intellectual property cases, have increased in the past two decades. This increase, perhaps a sign of an economy ever more focused on high technology, means that greater debate and reflection about trade secret law is needed. This is especially so for borderline concepts like negative know-how.

Indeed, debate over the reach of trade secret law should be included in the broader debate in recent years about the scope of intellectual property law and the value of the public domain. Most of this debate has taken place within the context of copyright and internet law as new technologies update old methods of content distribution. The debate also extends to patent law, with regard to overbroad business method patents and so-called patent trolls, holding companies which own patents and pursue litigation as their only line of business. Many of the proponents of these various debates seem unaware of one another. But recognizing common ground could lead to a more interdisciplinary approach to similar problems, where those from different backgrounds share ideas and propose solutions to serve common goals.

Those challenging the reach of intellectual property laws fall into several philosophical camps, each of which is useful for the analysis of overbroad trade secret rules. These various positions are not mutually exclusive, and those interested in less restrictive intellectual property rules fall across the political spectrum. One approach takes a type of utilitarian position by arguing that lesser restrictions on certain intellectual property and non-competition laws may provide greater economic benefits to society overall, as employees can more easily change jobs, join entrepreneurial start-up companies, and spread their skills and knowledge. A second approach, which might also be seen as utilitarian, focuses on a more general benefit to society that flows from placing as much information as possible in the public domain, free for citizens to use in whatever creative ways they see fit. This is the approach most associated with Stanford’s Lawrence Lessig and his critique of copyright law.

A third approach, one that might be termed a rights-based philosophy, focuses on the law’s treatment of individual employees as they move from job to job. Scholars taking this approach sometimes come from a background in employment law, labor law, and sexual harassment law, rather than intellectual property law, and focus on the employee’s rights versus the power of the employer. Finally, and perhaps further afield, one could apply a critical theory widespread in the humanities to critique a legal regime that centralizes the control of information while subjecting creative individuals to an imbalanced regime of contractual covenants, overbroad categories of off-limits information, threats and disruptive lawsuits, and unbalanced litigation rules.

All of these approaches support the critique of negative knowledge presented in this article. For example, rigorously applying the theory of negative know-how against departing employees around the nation would inhibit employee mobility and impede the formation of creative start-up enterprises, thus harming the overall economy. Using negative know-how to stop
former employees from even joining a competitor would give former employers too much latitude to harass employees as a punishment for resigning--encroaching upon the rights of employees versus their employers. Prohibiting the dissemination of mistakes and errors by labeling them trade secrets shrinks the pool of information potentially available for use in a given jurisdiction.

At the same time, however, no theory preference is necessary to recognize that some aspects of the law of negative knowledge, particularly the theory of negative know-how, fail because of their own internal incoherence. No philosophical discussion or economic analysis is necessary to show how the law of negative knowledge can lead to absurdities in actual practice. One need not subscribe to any particular point of view, or even believe in general that trade secret law is too restrictive, to conclude that the law of negative knowledge is ill-defined and too strongly favors one side in a litigation over the other.

It should also be noted, perhaps to anticipate the fears of skeptics, that a concern over the overreach of trade secret law is not the same as opposition to trade secret law. Nothing presented here, for example, would upset the rules that provide for liability when an individual walks out the door with copies of the company’s secret, valuable source code. The concern here, and in the wider debates over trade secret law, is with procedural rules and legal doctrines that make it easy to attack former employees with flimsy or nonexistent secrecy claims.

B. Negative Know-How: Problems in Applying the Theory

The theory of negative know-how is deeply flawed, both in its apparent theoretical justification and in its application in a litigation context. To recognize these problems, one need only imagine, step by step, a scenario where an employee resigns, forms a new company, acts in good faith to avoid use of trade secrets, and then must defend a lawsuit where the former employer asserts negative know-how claims. Whether the issue is identifying the claimed trade secret, determining if it has been used, or trying to assess damages, the difficulties with the theory become all too apparent.

It is surprising, then, that the Uniform Trade Secrets Act accepted the theory in commentary, and that some courts have accepted it without discussing the many problems inherent in it. These problems fall into five areas, each of which will be discussed below: lack of theoretical justification, erosion of the rule protecting use of general skills and knowledge, the seeming ineluctability of liability and injunctive relief, determining the use or non-use of the alleged secret, and determining the plaintiff’s damages.

1. Lack of Theoretical Justification

The standard theoretical justification for trade secret law, and for intellectual property law in general, is that granting rights in intangible creative information will best promote the creation of such information. Companies which are assured that their non-public ideas will be protected from use or disclosure by others will more readily develop new ideas. If such ideas could be disclosed and taken at will by others, the theory goes, companies would not invest the time and money to develop them.

The standard theory does not support protection for mistakes, errors, and obsolete approaches. In the first place, trade secret law generally did not protect negative know-how for many decades, until the Uniform Trade Secrets Act was promulgated in the 1980s. Nobody has ever asserted that innovation suffered as a result. As an empirical matter, then, it appears that the standard theory is not true as to negative know-how. Second, it is doubtful that companies in the real world have any understanding that their mistakes could be intellectual property, and probably do not invest in creativity on that basis.

Third, it seems doubtful that negative know-how constitutes intellectual “property” at all. While one might create an abstract hypothetical under which one entity pays money to buy or license a set of purely negative information about mistakes and errors, it seems unlikely that any such transaction would ever really take place. Of course, a party might license another’s entire body of nonpublic experimentation in a technology area, and the license might thus include information about mistakes, but the mistakes would not likely be the primary purpose of the license.

2. Erosion of the General Skills and Knowledge Rule

If any theory supports the theory of negative know-how, it may be an unspoken belief that employee mobility should be
severely restricted to prevent an employee from using his or her general skills, experience, knowledge, and training at the next job.

As discussed above, a standard rule courts sometimes apply to define a permissible body of knowledge that a mobile employee can use is his or her general skills, knowledge, training, and experience. This rule helps protect employee mobility by preventing a trade secret plaintiff from declaring that everything the employee learned during his or her employment can be classified as a trade secret. If employees could not safely transfer their training and skills from job to job, or change jobs without repeating the mistakes that constituted their general learning process, they would be unable to change jobs within the same field or start new, competing businesses. To protect employee mobility and the benefits that flow from it, it makes sense to go as far up to the line as possible to allow employees to apply their skills and training at a new job.

The negative know-how concept cuts directly against the rule protecting general skills and knowledge because it takes what is quintessentially part of an employee’s training and skill development, the trial and error process by which everyone learns to improve, and turns it into part of the employer’s body of trade secrets. Although state law public policy favoring employee mobility varies depending on the degree to which non-competition covenants are permitted in a given jurisdiction, a strict application of the negative know-how theory would seemingly encroach on employee mobility everywhere.

3. Ineluctable Liability and Injunctive Relief

The third problem with the negative know-how theory is that its strict application would almost ineluctably lead to an injunction or even liability against a mobile employee. Just as a strict application of the negative know-how theory would erode the protection for employees’ general skills and knowledge, it would also turn trade secret lawsuits into even more one-sided contests.

Things are bad enough as they are, especially in jurisdictions that permit inevitable disclosure injunctions. Any former employer which wants to stop a former employee from competition, or just attack the employee to send a message to the workforce, can cause significant disruption merely by filing a lawsuit, even if no wrongdoing is ever proved. The employer can discuss its anticompetitive desires behind the attorney-client privilege so that they are not discoverable. Its attorneys can then file a lawsuit to disrupt the former employee’s livelihood under the protections of the litigation privilege, and make no more than vague accusations about trade secrets without description. The mere filing of the lawsuit can prevent the employee from obtaining funding for a new company, scare off customers, or even cause a potential new employer to renge on a job offer. And where inevitable disclosure is an accepted theory, lawyers can attack the employee as an untrustworthy thief, and, without proving actual trade secret misappropriation, obtain an order preventing the employee from starting a new job.

The theory of negative know-how, if widely accepted, would make things worse. Because every employee learns by trial and error, a former employer’s attorneys would always be able to make a list of such mistakes, label them “valuable” and “time-consuming,” and charge the former employee with gaining an unfair head start by not repeating the mistakes. This would be true even if the information were truly de minimis and something the former employer never cared about until its attorneys crafted the trade secret claims. The law of trade secrecy would blend into the far more restrictive law of non-competition covenants, because former employees could obtain what amounts to a non-compete covenant through a court-ordered injunction barring competitive employment.

The theory is particularly dangerous where inevitable disclosure injunctions are permitted, because in some sense it is indeed inevitable that former employees will not repeat the mistakes and errors they have learned about from previous jobs. Two law student commentaries have described the combination of inevitable disclosure and the negative know-how theory. One focused on the heyday of inevitable disclosure in the 1990s and explained how negative know-how could be used as a basis for it. The second recognized the danger that the negative know-how theory could “broaden” the inevitable disclosure theory.

Highlighting this danger, some practitioners have advised trade secret plaintiffs to use negative know-how allegations in support of inevitable disclosure injunction requests against former employees. One describes inevitable disclosure injunctions as a “potentially valuable litigation weapon,” and advises former employers not to “overlook information concerning research and development alternatives that an ex-employee knows did not work, commonly referred to as ‘negative knowledge’ or ‘blind alleys.’” Another, less strident article from the trade secret plaintiff’s perspective acknowledges that negative know-how claims are hard to define and thus that damages are hard to recover for such allegations, but nonetheless notes that the theory has been used to obtain injunctive relief against former employees. This commentary shows how negative
know-how claims can serve goals other than proving actual use of trade secrets—the employer can use a negative information claim to try to enjoin a former employee, even if the employer realizes that defining the information during discovery or proving damages in later stages of the case would be difficult or impossible.

4. Use or Non-Use of the Alleged Secret

Perhaps the most important problem with the negative know-how theory is its incompatibility with the use element of a trade secret misappropriation claim. For positive trade secrets, a former employee’s mere possession, or mere memory, of the information is not a ground for liability. The defendant has to do something with that information that injures the plaintiff or provides a gain to the defendant. For negative know-how, however, the use element is subject to a reductio ad absurdum: To avoid liability for not using negative know-how, the defendant must replicate all of the employer’s mistakes when working in a similar area of technology or a comparable business.

Imagine a former employee who knows a host of mistakes, blind alleys, and failed experiments the former employer made in a chip design, and must set up a fake laboratory to repeat each of those mistakes. If the former employer made three missteps along the way, or ten, or thirty, each must not only be repeated, but the former employee must be sure to take the same amount of time and spend the same amount of money in order to avoid a “head start” accusation. Imagine a “mistake team” assigned to such a project. And imagine if the mistakes cannot be replicated without setting up the same laboratory environment as that of the former employer and also repeating the positive steps that were interspersed with the blind alleys. Worse, imagine if the former employee is not sure if the former employer would agree that a certain item was really a mistake, and thus might not be able to perfectly repeat everything the employer would label negative know-how in a litigation.

All of this is fanciful. Few if any real world employers would hire anyone subject to such onerous and absurd requirements. But this result logically flows from the negative know-how concept.

It does not appear that any court or trade secret commentator has ever analyzed the seeming incompatibility of the use element of a trade secret claim with the negative know-how theory. Indeed, the only source to recognize the problem appears to have been a treatise on civil procedure, whose authors—perhaps looking at the theory from an outsider’s fresh perspective—found the UTSA’s approval of negative know-how “questionable”:

[I]t is not clear how a court could enjoin the competitor or the employee from making use of this “negative knowledge”; are the defendants to be ordered under penalty of contempt to repeat the plaintiff’s fruitless research and to be as enthusiastic about it as if they did not know it was doomed to fail? Moreover, how could an innocent defendant prove that the negative information had never been used? It would seem that the common law was wise in denying trade secret status to “negative know-how.” The problem remains if one examines non-technical trade secret information. If a plaintiff can claim trade secrets not just in a customer list but also in a list of customers who were not interested, must a former employee go through the exercise of calling each of those failed leads again? The same would be true for business plans or market strategies. For example, if a company mapped out ten potential applications for downloadable cell phone content but then rejected nine of them, a former employee might be charged with misappropriation if she started a new company marketing downloads and did not repeat the same time and effort on the nine unpromising applications.

Trade secret defendants can also be liable not just for directly putting a trade secret to use, but also by disclosing the secret to others. Just as one has a right to disclose one’s general skills and knowledge to others, such as co-workers, negative know-how within that body of knowledge would fall within the same protection. A more difficult question would arise, however, if an employee joined an existing company, saw that others at the company were embarking on a complex and expensive experiment that the employee knew would be fruitless, and told his co-workers to stop, saving the company time and money. The public interest in employee mobility should outweigh a rush to broadly legitimize the negative know-how theory based on such highly unusual events.

5. Damages and Proximate Causation

The fifth problem for the theory of negative know-how is the difficulty in proving that the nonuse of a mistake or dead end
experiment damaged the plaintiff or unjustly enriched the defendant. The most common types of damages in trade secret cases are compensatory damages for injury to the plaintiff (such as lost profits) and unjust enrichment by the defendant (such as sales of a product made with misappropriated trade secrets). For both, the plaintiff must prove that the misappropriation was the proximate cause of the injury or enrichment.\footnote{413}

\footnote{413} If a defendant creates a new product that does not contain the plaintiff’s positive trade secrets, but also skipped a repetition of the plaintiff’s mistakes, it seems difficult to prove that but for avoiding the mistake, the end result would have differed. The end product is different, regardless whether the mistake is skipped or is repeated in a fake laboratory. At most, the plaintiff might argue that the defendant saved time by not repeating the blind alleys and thus made it to market faster. But that argument assumes that the defendant would have repeated the blind alley in the same manner, spending the same amount of time and money as the plaintiff, if the defendant had never known about the negative know-how. It seems just as likely, if not more so, that the defendant may never have considered the blind alley at all, or gone about addressing it differently. The fact that the plaintiff made mistakes and was inefficient during its own development process does not establish but for causation that the defendant would have been equally inefficient absent knowledge of the plaintiff’s mistakes.

6. Negative Know-How: Proposals

Given its incoherence, its lack of theoretical justification, and the threat it poses to employee mobility, the theory of negative know-how should be treated with skepticism. The comments to the Uniform Trade Secret Act and the Restatement (Third) of Unfair Competition approve the negative know-how theory. Comments are not the same as statutory text, however, and courts in UTSA jurisdictions may thus retain latitude at least to circumscribe the theory. Above all, courts should avoid combining the negative know-how theory with the inevitable disclosure theory when considering injunction requests, because doing so amounts to a court-created non-competition covenant that would prevent employee mobility in every such case.

It is possible that there are extreme, unusual fact patterns under which a use or disclosure of a specific item of negative know-how could operate in the same manner as the misappropriation of a positive trade secret. Because the theory has been approved in UTSA jurisdictions and perhaps cannot be completely curtailed, courts should reserve the theory for extreme situations that go beyond a former employee using his or her general skills, knowledge, experience, and training at a new job.\footnote{7}

\footnote{7} One area where negative know-how claims might be preserved is where their disclosure essentially discloses the plaintiff’s positive trade secret as well. For example, imagine a scenario where a secret chemical formula required a very precise ratio of three ingredients, and the plaintiff had conducted failed experiments with ratios that were very close to its final choice, both less than and more than that choice. A former employee could disclose only the failed experiments, but doing so would cause the addressee to understand exactly what the plaintiff’s final choice was. Such conduct would not really be a negative know-how claim, however, but a disguised disclosure of the positive secret.

C. The Modification Rule: Problems in Applying the Theory and Proposals

On the whole, the modification rule is a far more sensible fit with the general framework of trade secret law. Its usual application--to prevent parties from taking a trade secret and using it during the process of changing it into something else--poses no unique threat to employee mobility, and can be tested for use and proximately caused damages.

It is important to note that the modification rule is inconsistent with the negative know-how theory in a manner that highlights the unbalanced nature of the latter. The modification rule appears to allow insignificant use of a trade secret along the path towards a different end product. Some space, in other words, exists where the court will not pry into the former employee’s thought process so long as the tangible result is manifestly the result of independent thinking. By contrast, the negative know-how theory proposes a ruthless interrogation into the former employee’s mind, to find out if the employee knew about mistakes and chose not to repeat them. Even if the defendant’s new work had absolutely nothing to do with the plaintiff’s secret information, it would seem that the failure to repeat dead ends could nonetheless be a trade secret claim. It does not seem that any court has discussed this theoretical inconsistency between the two approaches, but the modification rule better balances the playing field between employer and employee.

Still, the modification rule is not without problems. The first is a rhetorical possibility: that a former employer might claim that a defendant’s move away from the employer’s own secret information is itself a modification of that secret information.
But merely knowing about and moving away from a trade secret—something every former employee must do—should not be confused with taking a trade secret and then changing it into a variant. A recent Connecticut federal court decision rejected a plaintiff’s argument that the defendant gained an advantage merely by learning about the plaintiff’s allegedly secret product and then designing a different product:

The flaw in [plaintiff’s] position is that defendants are alleged to have gained some advantage by avoiding the successes of [plaintiff] . . . [Plaintiff] does not demonstrate how a reasonable jury could take evidence that defendants looked at [plaintiff’s] successful innovation and then steered clear of what [plaintiff] had done to logically conclude that defendants gained any advantage from their knowledge of [plaintiff’s] secret stabilization method." *415 A second problem arises when the plaintiff’s secret information is merely a variation on public domain concepts, as in an industry where several competitors use the same open source software but modify it for internal use. If a former employee creates improved software that is itself merely another variation on the open source software, applying the modification rule would not be sound. Stated differently, when the plaintiff and the defendant both work from common, public domain concepts and the defendant’s product does not use the plaintiff’s specific, secret features, the modification rule should not apply.

This possibility—where both sides work from a base of common, public knowledge—illustrates how the common definitions of the modification rule are not sufficiently specific. As discussed above, some courts define the rule as one governing products that are substantial derivatives of those of the plaintiff. Others borrow the doctrine of equivalents from patent law, to apply a test that one commentator describes as whether “the defendant’s device or process performs substantially the same function in substantially the same way to obtain the same result.” *77

Borrowing from patent law—which confers a monopoly over the invention—or speaking of “substantial derivatives” would not be a properly balanced analysis in cases where the defendant and plaintiff both used a non-secret functionality or idea to develop different products. The defendant’s product may well be a modification or improvement of the plaintiff’s product, but where the trade secret protection was thin to begin with, the defendant should be allowed to apply the non-secret portion of the plaintiff’s product to the new development.

Third, and finally, courts applying the modification rule should be careful not to award the plaintiff windfall damages in the defendant’s gain from a product where only a fraction of the development stemmed from modifying the plaintiff’s secret. Awarding the entire gain as damages would not only overcompensate the plaintiff for the injury, but would confer intellectual property in ideas the plaintiff never knew about—specifically, the defendant’s improvements and independently derived portions of the technology. The 1939 and 1995 Restatements both call for apportionment of damages in such cases, and the concept of apportionment in trade secret law is well established.” *78

*416 V. Conclusion

Trade secret law includes two theories of negative knowledge, and both deserve greater scrutiny and analysis. One, the negative know-how theory, poses considerable theoretical and practical difficulties. It represents a serious threat to employee mobility, and should be strictly scrutinized. The second, the modification rule, reflects a sound means to find liability where the defendant uses trade secrets along the way to its final end product, but it too should be critically analyzed and better defined.
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See generally Warner-Jenkinson Co. v. Hilton Davis Chem. Co., 520 U.S. 17, 40 (1997) (stating that the “essential inquiry” is, “Does the accused product or process contain elements identical or equivalent to each claimed element of the patented invention?”).

Restatement (First) of Torts §757 cmt. c (1939).

Thermodyne Food Serv. Prod., Inc. v. McDonald’s Corp., 940 F. Supp. 1300, 1308 (N.D. Ill. 1996) (stating the test as: “Although a product appears to be a new or different product, a violation of the [Illinois UTSA] occurs if the modification or new product was substantially derived from another’s trade secret”).

Id.

Id.


Id.

Id.

See, e.g., Reingold v. Swiftships, Inc., 126 F.3d 645, 651 (5th Cir. 1997) (The court reversed a finding for the defendant where defendant used plaintiff’s 90-foot boat hull mold to create 110-foot mold, noting the modification rule and holding that a defendant can be liable if the substance of its process is derived from the plaintiff’s trade secret); Pioneer Hi-Bred Int’l v. Holden Found. Seeds, Inc., 35 F.3d 1226, 1238 (8th Cir. 1994) (affirming judgment where court accepted expert testimony that defendant’s hybrid seed product had been “more likely than not” “derived” from plaintiff’s genetic sources); Monovis, Inc. v. Aquino, 905 F. Supp. 1205, 1232 (W.D.N.Y. 1994) (The defendant was liable where the new method was described as “remarkably similar” but not identical to the plaintiff’s process. The court found it to be “derivative” of the plaintiff’s process.); Computer Assocs. Int’l, Inc. v. Bryan, 784 F. Supp. 982, 1009 (E.D.N.Y. 1992) (enjoining defendant after he modified plaintiff’s software program into a different programming language to create an “advanced form”); Q-Co Indus., Inc. v. Hoffman, 625 F. Supp. 608, 614 (S.D.N.Y. 1985) (finding former employee’s software program to be a “conversion” of plaintiff’s software program on strong evidence that, despite differences, plaintiff had borrowed heavily from plaintiff’s software); Richardson v. Suzuki Motor Co., 868 F.2d 1226, 1244 (Fed. Cir. 1984) (The trial court erred by instructing jury that under California trade secret law “slavish” copying was necessary to find misappropriation. The court noted that minor variations do not excuse a defendant.); Syntex Ophthalmics, Inc. v. Novicky, 214 U.S.P.Q. 272, 281 (N.D. Ill. 1982) (granting preliminary injunction where claimed modifications to plaintiff’s product were apparently minor); Affiliated Hosp. Prods., Inc. v. Baldwin, 373 N.E.2d 1000, 1007 (Ill. App. Ct. 1978) (reversing denial of motion for preliminary injunction where, among other things, differences in defendant’s product were insufficient to avoid injunction where plaintiff’s trade secrets had been used); Cybertek Computer Prods., Inc. v. Whitfield, 203 U.S.P.Q. 1020, 1025 (Cal. App. Dep’t Super. Ct. 1977) (trial court opinion noting that “trade secrets need not be exactly copied in order to impose liability” and holding for plaintiff where “the conceded difference in terminology utilized in the systems is not significant”); Sinclair v. Aquarius Elec., Inc., 42 Cal. App. 3d 216, 222 (Cal. Ct. App. 1974) (Devices with “minor variations” did not render a restrictive agreement ineffective, because the products “functioned substantially the same way and accomplished substantially the same result.”); Greenberg v. Croydon Plastics Co., 378 F. Supp. 806, 815 (E.D. Pa. 1974) (finding defendant’s flavoring method “in all essential aspects identical” to that of plaintiff despite a “slightly different” flavoring agent and the use of a “minutely different quantity”); Forest Labs., Inc. v. Pillsbury Co., 452 F.2d 621, 625 (7th Cir. 1971) (The court affirmed a trial court misappropriation ruling where defendant’s product operated in a different method, but there was “insufficient difference in the two methods to absolve Pillsbury from liability.” The degree of difference and standard applied to find insufficient difference was unclear.); Sperry Rand Corp. v. Pentronix, Inc., 311 F. Supp. 910, 923 (E.D. Penn. 1970) (defense effort to point out apparently meaningless differences between its technology and that of plaintiff failed in clear case of theft); Republic Aviation Corp. v. Schenk, 152 U.S.P.Q. 830, 833 (N.Y. Sup. Ct. 1967) (defendant argued that its system had “improvements and refinements,” but court ruled that it was “similar in design” and that defendants had used “integral components” of the plaintiff’s system).
See, e.g., In re Innovative Constr. Sys., Inc., 793 F.2d 875, 886-887 (7th Cir. 1986) (Modifications based on climate changes where the defendant was located and “the availability of certain raw materials” was insufficient to avoid liability. The test was whether the “substance of the process” was derived from the plaintiff’s process); Gen. Elec. Co. v. Sung, 843 F. Supp. 776, 778-79 (D. Mass. 1994) (defendant’s industrial diamond-making process found to be substantially derived from plaintiff’s documents, which defendant had taken); Am. Can Co. v. Mansukhani, 621 F. Supp. 111, 113 (E.D. Wis. 1985) (granting permanent injunction where defendants’ inks “substantially derived” from those of plaintiff), aff’d, 814 F.2d 421, 426 n.6 (7th Cir. 1987) (noting that misappropriation can be found if a product is substantially derived from the plaintiff’s trade secret, despite modifications or improvements).


See Motorola, Inc. v. Computer Displays Int’l, Inc., 739 F.2d 1149, 1156 (7th Cir. 1984) (The court affirmed a finding of violation of the trade secret consent decree. Using the patent law doctrine of equivalents, the court formulated the test as whether defendant’s product was substantially like that of the plaintiff. “[T]his interpretation is in accord with trade secret law, which protects the holder of a trade secret from uses substantially derived from that secret.” In this case, the product had only minor changes, with 60-75% of the circuitry identical.); Syntex Ophthalmics, Inc. v. Tsubetaki, 701 F.2d 677, 684 (7th Cir. 1983) (affirming trial court’s use of the doctrine of equivalents to prohibit use of chemical compounds too close to the plaintiff’s secret compound); Materials Dev. Corp. v. Atl. Advanced Metals, Inc., 172 U.S.P.Q. 595, 615 (Mass. Super. Ct. 1971) (using doctrine of equivalents to find that the defendant’s “process is the substantial equivalent of” the plaintiff’s process); Tower Mfg. Co. v. Monsanto Chem. Works, 20 F.2d 386, 387 (S.D.N.Y. 1927) (This was apparently the first court to apply the doctrine of equivalents in a trade secret case where the defendant had an improved process over that of the plaintiff. The court sent the case to a master for factual findings after ruling on interrogatories and noting that “the fiduciary obligation of one bound not to disclose a secret process, or not to use such a process that has been improperly disclosed, is not violated, where the process employed is used to produce an identical result in ways directly suggested by the disclosure, though slightly differing from it in detail.”).


See supra, note 1.

See Alan Watson, Trade Secrets and Roman Law: The Myth Exploded, 11 Tul. Eur. & Civ. L.F. 19 (1996) (documenting how earlier commentators were incorrect in claiming that trade secret law dates to the Roman era). Indeed, trade secret law is not mentioned in Blackstone’s 1769 Commentaries, and appears instead to have been created several decades afterwards. See generally William Blackstone 2, Commentaries on the Laws of England 405-07 (1769) (Univ. of Chicago Press ed.) (noting patent and copyright law, but no mention of trade secret law); Catherine L. Fisk, Working Knowledge: Trade Secrets, Restrictive Covenants in Employment, and the Rise of Corporate Intellectual Property 1800-1920, 52 Hastings L.J. 441, 442, 450 (2001) (noting absence of trade secret law at the beginning of the 1800s: “Today’s practices and doctrines developed in the context of radical changes in the American law and workplace culture, which were brought about by the nineteenth century industrial revolutions”).


See, e.g., Julie Creswell, So Small a Town, So Many Patent Suits, N.Y. Times, Sept. 24, 2006, §3, at 1 (noting controversies in patent law and debate over whether expansion of patent litigation has created “an excess of expensive litigation that is actually stifling innovation”).

This is the view most associated with the work of Professors Ronald Gilson of Stanford and Annalee Saxenian of Berkeley. See Ronald J. Gilson, The Legal Infrastructure of High Technology Industrial Districts: Silicon Valley, Route 128, and Covenants not to Compete, 74 N.Y.U. L. Rev. 575, 594-619 (1999); Annalee Saxenian, Regional Advantage: Culture and Competition in Silicon Valley and Route 128 31-37, 41, 60-78 (Harvard Univ. Press 1996).

See, e.g., Lawrence Lessig, Re-Crafting a Public Domain, 18 Yale J.L. & Human. 56, 64 (2006) (making a “culture” argument for

Two leading scholars whose work is helpful for this approach are Catherine Fisk of Duke and Katherine V.W. Stone of Cornell. Their work does not focus on the mechanics of trade secret law in litigation per se, but provides useful historical and theoretical approaches for rethinking the inventor/employer relationship. See, e.g., Catherine L. Fisk, Authors at Work: The Origins of the Work-for-Hire Doctrine, 15 Yale J.L. & Human. 1 (2003); Catherine L. Fisk, Reflections on the New Psychological Contract and the Ownership of Human Capital, 34 Conn. L. Rev. 765 (2002); Fisk, Working Knowledge, supra note 57; Catherine L. Fisk, Removing the ‘Fuel of Interest’ from the ‘Fire of Genius’: Law and the Employee-Inventor, 1830-1930, 65 U. Chi. L. Rev. 1127 (1998); see also Katherine V.W. Stone, Human Capital and Employee Mobility: A Rejoinder, 34 Conn. L. Rev. 1233 (2002); Stone, supra note 2.

It does not appear that any work applying the various “critical theories” popular in the humanities to trade secret law has yet been published, though at least two such works have taken aim at overbroad applications of trademark law and internet regulation. See generally Rosemary J. Coombe, The Cultural Life of Intellectual Properties (Duke Univ. Press 1998); James Boyle, Foucault in Cyberspace: Surveillance, Sovereignty, and Hard-Wired Censors (1997), http://www.law.duke.edu/boylesite/foucault.htm (last visited Mar. 3, 2007). In conversations and informal discussion about the reach of intellectual property law, some have described the problem as one within the framework of power relations most associated with Michel Foucault, or one germane to the work of the French philosopher Gilles Deleuze. See generally Gilles Deleuze & Felix Guattari, A Thousand Plateaus 21 (Univ. of Minn. Press 1987) (in work that sounds surprisingly like a promotion for open source software, valorizing creative thought in a “rhizome” model over an “arborescent” model: “In contrast to centered (even polycentric) systems with hierarchical modes of communication and preestablished paths, the rhizome is an acentered, nonhierarchical, nonsignifying system without a General and without an organizing memory or central automation, defined solely by a circulation of states”). It is not clear whether such approaches would be fruitful; critical theorists sometimes apply needlessly dense jargon to problems that deserve to be discussed in a manner open to outsiders, and their philosophies in general present more of an ethos of opposition than a framework for specific legal proposals. At the same time, scholarly work from that vantage point might help illuminate problems in intellectual property law not readily apparent to those working within the litigation system.


There is a debate within trade secret law as to whether trade secrets should be seen as property rights, or instead as relational rights— that is, a set of restrictions that can be imposed based on a confidentiality obligation. See Henry H. Perritt, Jr., Trade Secrets: A Practitioner’s Guide 7-8 (1994) (explaining the problem). That issue is beyond the scope of this article, but those who view trade secret law from a relational perspective may be more willing to see negative know-how as a valid trade secret concept. If the point of trade secret law is to restrict individuals, particularly former employees, from competition, negative know-how need not be justified from a property rights perspective, any more than a non-competition covenant. By contrast, if trade secrets are seen as property rights, and if the point of trade secret law is merely to protect those rights rather than to limit competition by former employees, the critique discussed here is fully applicable.

These are not hypothetical results; the author has seen each occur just after the filing of a trade secret lawsuit against a former employee.


Interests in Trade Secrets and Proprietary Information, 68 Def. Couns. J. 439, 440 (2001) (asserting in an article aimed at former employers that the “expansion” of trade secret law to include negative information “is important because a competitor can learn as much about a company’s processes by studying its failures as well as its successes”).

See Colleen M. Coyle, Special Litigation Issues Pertaining to Trade Secrets--Key Decisions as Counsel for Plaintiff, 719 PLI/Pat 253, 263 (2002).

See, e.g., Gibson-Homans Co. v. Wall-Tite, Inc., 26 U.S.P.Q.2d (BNA) 1867, 1870-71 (C.D. Cal. 1992) (Mere possession is not enough to establish threatened misappropriation under California UTSA. Defendant kept a notebook with pages referencing plaintiff’s secret formulas, but did not make use of such information.).

26 Charles Alan Wright & Kenneth W. Graham, Jr., Federal Practice & Procedure §5644, n.189 (2006) (commenting on trade secret law when discussing the evidentiary trade secret privilege, while also making a less convincing argument that trade secret plaintiffs might recoup costs for failed research through trade secret litigation based on negative knowledge claims: “It is like saying that a burglar has enhanced the value of my worthless TV set by stealing it since I can lie to the insurance company and collect the cost of a working set”).


There are many cases applying a proximate causation requirement for unjust enrichment in trade secret cases. See, e.g., NuCar Consulting, Inc. v. Doyle, No. Civ.A. 19756-NC, 2005 WL 820706, at *11 (Del. Ch. Apr. 5, 2005) (in an unjust enrichment claim, holding that “caused” under Delaware UTSA refers to a “but for” test of proximate causation); Dunsmore & Assocs., Ltd. v. D’Alessio, No. 409906, 2000 WL 124995, at *10 (Conn. Jan. 6, 2000) (employing proximate cause analysis to determine if defendant was unjustly enriched through use of customer list-type information).

One jurisdiction, California, has a strong policy in favor of employee mobility that is based on a separate statute. Cal. Bus. & Prof. Code §16600 (Deering 2006). The policies underlying that statute and its case law would seemingly override any application of the negative know-how theory that encroached on protected mobility rights.


See discussion supra notes 43-44. Several trade secret cases address the apportionment of damages in general. KW Plastics v. U.S. Can Co., 131 F. Supp. 2d 1289, 1295 (M.D. Ala. 2001) (Applying the Illinois UTSA, the court found that plaintiff’s expert wrongly “assumes that each and every penny that [defendant] gained constitutes unjust enrichment” in asserting that alleged secrets caused defendant to obtain a ten-year contract from a third party. The expert did not try to value the secrets used or determine whether use of them caused defendant to obtain a contract with a third party.); Cacique, Inc. v. Robert Reiser & Co.,
Inc., 169 F.3d 619, 623 (9th Cir. 1999) (Applying the California UTSA, the court noted, in ruling that a reasonable royalty was not available because unjust enrichment was provable, that unjust enrichment could be calculated by determining what portion of the defendant’s profits resulted from use of the secret process. “Even if the district court decides that only a small portion of [defendant’s] profits are due to the trade secret ... the court can compare the sales of modified and unmodified [equipment] to determine [defendant’s] unjust enrichment.”); Vermont Microsystems, Inc. v. Autodesk, Inc., 138 F.3d 449, 450 (2nd Cir. 1998) (Applying the California UTSA, the court noted, where the district court found evidence too speculative to award unjust enrichment, that “[i]f the trade secret accounts for only a portion of the profits earned on the defendant’s sales, such as when the trade secret relates to a single component of a product marketable without the secret, an award to the plaintiff of defendant’s entire profit may be unjust.”); Morlife Inc. v. Perry, 56 Cal. App. 4th 1514, 1528 (Cal. Ct. App. 1997) (in customer list case where one-third of defendants’ earnings came from “secret” customers, unjust enrichment was one third of their salaries during set period); Web Comm. Group, Inc. v. Gateway 2000, Inc., No. 93 C 6821, 1994 WL 171448, at *1-2 (N.D. Ill. May 3, 1994) (Under the Illinois UTSA, an advertiser sued its client, a computer company, for giving another advertiser the plaintiff’s allegedly secret advertising ideas. The unjust enrichment theory was rejected where plaintiff sought to claim the defendant computer maker’s entire profits from computer sales. The court noted that the real measure of unjust enrichment, if any, would be specific savings by the computer company if the third party advertiser using the plaintiff’s information undercut the plaintiff’s price to the computer company for advertising.); Schiller & Schmidt, Inc. v. Nordisco Corp., 969 F.2d 410, 415 (7th Cir. 1992) (Applying the Illinois UTSA, the court rejected the expert’s damages opinion for failure to apportion losses caused by use of trade secrets from losses caused by lawful competition by the defendant, a new company.).